INSTITUTO

BLSTA

Politica de Privacidade e Protecao
de Dados

1. Introducao

O Instituto Basta trata diariamente informagdes extremamente sensiveis
relacionadas a protecdo, prevengdo e atendimento de vitimas de violéncia
sexual, exploracdo e trafico de pessoas. Nesse contexto, a privacidade e a
seguranga dos dados ndo sdo apenas exigéncias legais, mas constituem um
compromisso €ético e institucional fundamental para garantir a dignidade, a
seguranga € o bem-estar de todas as pessoas atendidas, colaboradoras,

voluntarias e parceiras.

A Lei Geral de Protecdo de Dados (LGPD — Lei n° 13.709/2018)
estabelece regras claras para o tratamento de dados pessoais e sensivelis,
especialmente aqueles que, se expostos indevidamente, podem causar danos
emocionais, fisicos, morais e sociais aos titulares. Como organizagao social, o
Instituto Basta adota medidas proporcionais firmes o suficiente para assegurar

que toda informacao seja tratada com rigor, responsabilidade e transparéncia.

Esta Politica de Privacidade e Protecdo de Dados estabelece os principios,

responsabilidades e procedimentos que orientam a coleta, o uso, o



armazenamento, o compartilhamento e o descarte de dados, garantindo
conformidade com a legislacao, seguranga na operag¢ao institucional e confianca
por parte das pessoas atendidas e da sociedade. Ao fortalecer praticas de
governanga e protecdo de dados, o Instituto Basta reafirma seu compromisso
com a integridade, a ética e a protecao integral das vitimas, pilares essenciais

para sua missao.

2. Objetivos

Estabelecer diretrizes para coleta, armazenamento, tratamento, uso,
compartilhamento, seguranca e descarte de dados pessoais e sensiveis

tratados pelo Instituto Basta, assegurando:

e Privacidade e sigilo das informacdes;
e Protecdo reforcada a vitimas de violéncia sexual e trafico humano;
e Conformidade com a Lei Geral de Protecao de Dados (LGPD — Lei n°

13.709/2018) ¢ demais normas nacionais € internacionais aplicaveis.

3. Defini¢coes Essenciais

e Dados pessoais: informacdo que permite identificar uma pessoa (ex.:
nome, endereco, telefone).

e Dado pessoal sensivel: informagdes sobre saude, vida sexual, dados
sociais, religiosos, étnicos, biométricos ou qualquer dado que, se exposto,
possa gerar risco ao titular.

e Titular: pessoa a quem os dados se referem.

e Tratamento: qualquer uso do dado (coletar, armazenar, acessar,
compartilhar, analisar, excluir etc.).

e Controlador: Instituto Basta (quem decide como os dados sdo

utilizados).



e Operador: pessoa ou organizacao que realiza algum tratamento em nome
do Instituto.

e Incidente de Seguranca: acessos nao autorizados, vazamentos, perda ou
uso inadequado.

e Niucleo de Acolhimento: onde estdo os profissionais especializados no

atendimento e protecdo das vitimas.

4. Principios Orientadores

O tratamento de dados pelo Instituto Basta seguira os principios da LGPD:

4.1 Finalidade

Uso dos dados apenas para propositos legitimos, especificos e informados.

4.2 Adequacao

O tratamento deve ser compativel com a finalidade declarada.

4.3 Necessidade

Coleta minima indispensavel, evitando excessos.

4.4 Transparéncia

Informacgodes claras, acessiveis e atualizadas aos titulares.

4.5 Seguranca

Medidas técnicas e administrativas proporcionais ao porte do Instituto Basta,

incluindo:

e criptografia de documentos digitais;

e controles de acesso;

e uso de senhas fortes;

e armazenamento seguro fisico e digital;

e backup periddico.



4.6 Prevenc¢ao

Adocao de praticas que reduzam risco de incidentes de seguranca.
4.7 Nao Discriminacao

Proibi¢ao de uso discriminatorio dos dados.

4.7 Responsabilizacao e Prestacio de Contas

Registro e demonstra¢do das medidas adotadas para protecao dos dados.

S. Dados Tratados pelo Instituto Basta

5.1 Dados Pessoais

e Nome completo

e Data de nascimento e idade

e (Género (quando necessario para atendimento)
e C(Contatos (telefone, e-mail)

e Endereco

e Documentos pessoais (CPF, RG)

5.2 Dados Sensiveis

Tratados somente quando estritamente necessarios e mediante consentimento

ou base legal especifica.

e Historico de violéncia, exploracdo e vulnerabilidades

e Informacoes de saude fisica e mental

e Dados sobre raga/etnia, religido ou convicgao filosofica (somente quando
houver relevancia para o atendimento)

e Registros psicoldgicos e sociais

5.3 Dados Institucionais



e Relatorios de atendimento
e Laudos e avaliagdes técnicas
e Registros administrativos

e Comunicagdes internas ¢ externas relacionadas ao atendimento

6. Base legal para o Tratamento

O Instituto Basta utiliza as hipoteses legais previstas nos arts. 7° e 11 da LGPD:

e Consentimento do titular

e Cumprimento de obrigagdo legal (ex.: comunicagdo obrigatdria ao
Conselho Tutelar)

e Execuciao de politicas publicas

e Prote¢do da vida ou integridade fisica do titular ou de terceiros

e Prevencao a fraude e seguranga dos titulares

e [egitimo interesse, quando aplicavel e mediante analise de risco

7. Armazenamento e Protecao de Dados

7.1 Medidas de Seguranca Digital

e Computadores protegidos por senha individual

e Controle de acesso por niveis de permissao

e Armazenamento em nuvem com autentica¢ao de dois fatores

e Criptografia de arquivos sensiveis (PDF protegido, pastas criptografadas

ou sistema seguro)

7.2 Medidas de Seguranca Fisica

e Armarios trancados exclusivamente para documentos sensiveis

® Acesso restrito ao setor de atendimento



e Termos de confidencialidade assinados por toda equipe e voluntarios
e PROIBICAO de transportar documentos sensiveis fora da sede sem

autorizacao formal

7.3 Prazo de Retencio

e Dados de atendimento: até 10 anos, considerando possiveis demandas
judiciais

e Dados administrativos: de acordo com legislagdo especifica

® ApoOs o prazo, os dados sdo descartados de forma segura, mediante:

- fragmentagao fisica;

- exclusdo completa e irreversivel,

- eliminagdo digital com a sobrescri¢do de arquivos.

8. Compartilhamento de Dados
O compartilhamento serd minimo, seguro e baseado em hipotese legal.

8.1 Possibilidades de Compartilhamento

° Orgﬁos publicos: Conselho Tutelar, Ministério Publico, Delegacias
especializadas

e Profissionais de saude, assisténcia ou juridico envolvidos no atendimento

e Institui¢des parceiras mediante termo de confidencialidade

e Plataformas de gestao necessarias a operagao do Instituto.

8.2 Regras de Compartilhamento

e S0 ocorrerd quando necessario e proporcional
e Sempre com justificativa e registro
e (Com consentimento do titular, salvo excecoes legais

e Parceiros devem adotar medidas de seguranca compativeis



9. Direitos dos Titulares

Conforme LGPD, os titulares podem solicitar:

e confirmagao da existéncia de tratamento
e acesso facilitado aos dados

e correcao de informacoes

e bloqueio ou anonimizag¢do

e climinagdo de dados desnecessarios

e portabilidade

e informag¢do sobre compartilhamento

e revogacdo do consentimento

e contestacao de decisOes automatizadas

Canal de atendimento: institutobasta@gmail.com

10. Responsabilidades Internas

10.1 Da Diretoria Executiva

e (arantir recursos minimos para implementacao da politica

e Aprovar revisdes e assegurar conformidade institucional

10.2 Da Geréncia Institucional

e Manter inventario de dados
e Executar planos de seguranca
e Monitorar incidentes

® Criar relatérios e indicadores anuais de conformidade

10.3 Coordenacio de Projetos e Atendimentos

e Garantir que apenas dados essenciais sejam coletados


mailto:institutobasta@gmail.com

e Orientar equipe e voluntarios

e Assegurar sigilo no contato com vitimas

10.4 Equipe e Voluntarios

e Cumprir as diretrizes desta Politica
e Assinar Termo de Confidencialidade

e Reportar incidentes imediatamente

11. Gestao de Incidentes

Qualquer suspeita de vazamento deve ser comunicada imediatamente a

Geréncia Institucional.
Fluxo minimo:

1. Identificacao

Registro do incidente

Analise de risco

Comunicacgio ao titular e 8 ANPD, quando necessario

Mitigac¢ao e correcao

SR

Relatorio final

12. Revisao e Atualizacao

Esta Politica sera avaliada anualmente ou sempre que houver:

e mudangas legais;
® noVos sistemas;
e incidentes significativos;

e crescimento institucional que demande novos controles.

13. Vigéncia



Entra em vigor na data de sua publicagdo e deve ser amplamente divulgada a:

® cquipe técnica;
e voluntarios;
® parceiros;

e beneficiarios (em versoes simplificadas quando necessario).

Documento assinado digitalmente

Ruanda, 16 de J aneiro de 2026. b THAIS ROCHA MUNSTERMANN
g A Data: 15/01/2026 20:04:30-0300
Verifique em https://validar.iti.gov.br

Aprovado por:

ANEXO I - REGISTRO DE INCIDENTE DE SEGURANCA
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Objetivo

Este formulario deve ser utilizado sempre que houver suspeita, indicio ou
confirmagdo de incidente envolvendo dados pessoais ou sensiveis relacionados
a beneficidarios, colaboradores, voluntdrios, parceiros ou qualquer pessoa

atendida pelo Instituto Basta.
1. Identificacido do Incidente

e Numero do Registro:
e Data ¢ horario da ocorréncia:
e Data ¢ horario da deteccao:

e Responsavel pelo registro: (nome / funcao / setor)

2. Tipo de Incidente

() Vazamento de dados

() Acesso nao autorizado

() Perda ou extravio de documento

( ) Compartilhamento indevido

() Ataque ou violagdo de sistema

() Destruicao ou modificacao de dados

() Outro:

3. Descriciao Detalhada do Incidente

e (O que aconteceu?
e (Como o incidente foi identificado?

e Quais sistemas, documentos ou arquivos foram afetados?

4. Dados Envolvidos
Assinale os tipos de dados potencialmente comprometidos:
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Dados pessoais:

() Nome
() Contato

() Documentos

() Endereco
Dados sensiveis:

() Histoérico de violéncia
() Registros psicologicos
() Informagdes de saude
() Origem racial/étnica

() Religido ou convicgdo

Quantidade aproximada de titulares afetados:

Perfis afetados: (beneficiarios, colaboradores, voluntarios, parceiros etc.)

5. Impacto e Riscos Identificados

e Possiveis danos a vitima:
() Exposigdo publica
() Risco fisico
() Risco emocional
() Ameaga a privacidade
() Discriminagao
() Fraude / golpe
() Outros:

e Avaliacdo de gravidade (conforme matriz — inserir pontuagao):

Baixo / Moderado / Alto / Critico
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6. Acoes Imediatas Adotadas

Medidas de contencao aplicadas
e Pessoas responsaveis
e Sistemas isolados ou bloqueados

e Comunicac¢ao interna realizada

7. Ac¢oes Corretivas Implementadas

e Ajustes de seguranga
e Responsaveis envolvidos

e Prazos de conclusao

8. Comunicacao Externa

e O titular foi comunicado? () Sim ( ) Nao
e Autoridades foram notificadas? (ANPD / MP / Delegacia)

e (Observacgoes:

9. Encerramento do Incidente

e Data de encerramento
e Responsavel pela revisao final
e Licoes aprendidas

e Melhorias a implementar

ANEXO 1II - FLUXO DE TRATAMENTO DE DADOS DE
BENEFICIARIOS
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1. Coleta de Dados

A coleta ocorre somente quando necessaria e autorizada, e pode acontecer:

e No acolhimento inicial
e Em atendimentos psicologicos, sociais ou juridicos
e Em atividades de campo e missdes humanitarias

e Por formularios seguros (digitais ou fisicos)
Dados sensiveis sé serido coletados quando indispensaveis, sempre mediante

consentimento ou amparo legal (protecao da vida e seguranga do titular).

2. Registro Seguro

ApOs a coleta:

e Dados sao inseridos em plataforma protegida, com controle de acesso
(apenas profissionais autorizados).

e Documentos fisicos sao guardados em armadrios trancados, dentro de sala
restrita.

e (Cada beneficiario recebe um ID interno (c6digo), reduzindo o uso de

nomes reais nos sistemas.

3. Uso dos Dados

Os dados poderao ser utilizados para:

e Atendimento especializado (acolhimento, assisténcia, encaminhamentos)

e Producdo de relatorios técnicos (anonimizados sempre que possivel)
e Acdes intersetoriais com a rede de protecao

e Monitoramento e avaliagdo interna
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A equipe sO acessa aquilo que é estritamente necessario para sua atuacao

(principio do "menor privilégio").

4. Compartilhamento Controlado

O compartilhamento ocorre apenas quando:

e Necessario para prote¢ao da vitima (Conselho Tutelar, MP, CREAS,
delegacias)
e Autorizado pelo titular/responsavel legal

e Requerido por lei

Antes do envio:

e Avalia-se 0 minimo necessario de dados
e Utiliza-se canais seguros (criptografados quando digitais)
e Registra-se o compartilhamento em sistema

e Reforca-se a confidencialidade com parceiros

5. Armazenamento e Protecao

Medidas aplicadas:

e Acesso por login individual e autenticagdo em dois fatores
e C(riptografia
e Backups automaticos

e Monitoramento de acesso usados pela equipe

Documentos fisicos recebem etiqueta “CONFIDENCIAL”.

6. Retencao e Descarte
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O tempo de guarda segue:

e Prazo legal obrigatorio (quando houver)

e Necessidade de continuidade do atendimento
Ao final da vigéncia:

e Dados fisicos sao triturados

e Dados digitais sdo apagados de forma definitiva, sem possibilidade de

recuperagao

e Registra-se o descarte no “Livro de Controle de Dados”

7. Resposta a Incidentes

Em caso de suspeita ou violagao:

Registrar o incidente imediatamente (modelo acima)
Comunicar a Coordenagao de Protecao de Dados
Acionar medidas de contencao

Avaliar risco e impacto

Comunicar titulares e autoridades, quando necessario

Implementar agdes corretivas

N AR

Documentar o encerramento

8. Reavaliacio Periodica

Todos os fluxos e medidas de prote¢ao passam por revisao:

e Anual

e Ou quando houver mudangas no sistema, equipe ou legislagao

Treinamentos obrigatérios sdo oferecidos a todos os colaboradores

voluntarios.
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